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Abstract. The recent proliferation of global networking has an enormous impact
on the cooperation admartelements of arbitrary kind ancurpose thatan be
located anywhere and interact with each other according to the predefined
protocol. Furthermore these elementhave to beintelligently orchestrated in
order to support distributed sensing and/or monitoring/cordfoteal world
phenomenaThat is why he Internet of Tings (IoT) concept raises lika new
promising paradigmfor Future Internet developmertonsidering that Wireless
Sensor Networks (WSNs) are envisioned as integral parbitfary 10Ts, and the
potentially huge number afooperating loTs that aresualy used inthe real
world phenomenaonitoring andnanagementhe reliability of individual sensor
nodes and the overafietwork performancenonitoring andimprovementare
definitely challengingissues One of the most interestingal world phenomena
tha can be monitored by WSN iisdoor or outdoofire. The incorporation of soft
computing technologies, like fuzzy logic, in sensor nddesto be investigated in
order to gain the manageahtetwork performancenonitoringcontrol and the
maximal extensionof components life cycleMany aspects, such as routes,
channel access, locating, energfficiency, coverage, network capacity, data
aggregation anQuality of ServicegQoS havebeen explored extensively this
article two fuzzy logic approachesith temporal characteristicare proposed for
monitoring and determiningonfidenceof fire in order to optimize and reduce the
number of ruleshat have to be checked to make correct decisios We assume
that this reductiomay lower sensor activies without relevant impact on quality
of operation anéxtend battery lifelirectly contributing the efficieay, robushess
and costkeffectivenessof sensing networkin order to get a real time verification
of proposed approaches a prototygnS§or web ade, based oRepresentational
State TransferRESTul) services, is created as an infrastructure that supports fast
critical event signaling and remote access to sensor data via the Internet.

Keywords: fire protection fuzzy logic, representational stateansfer sensomeb,
temperature sensownireless sensor networks
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1. Introduction

With the threats, risks and dangers that exist today, firepanitularly fire security
systems play an increasingly significant role in-B&fety operationsrire can cause
massive damage to the indoor outdoor area creatingthe severdife threatening
conditions making theearlyandaccurate residential fire detectiertremely important

for prompt extinguishing reducing the damages andpotential life losses. The
integrationof fire-safety systemwithin building automationnfrastructure through fast
delivery ofsensedlata, quick response, access control, video surveillance, fire detection
and alarm, and emergency communicatiaiass the effective ircident management.

One of the ways to monitor and detect fiseto usethe Wireless Sensor Networks
(WSN) composed of lowesourcedsensomodes WSNs are designed and deployed for
different purposes by various organizatiohkey are composed of spatialdistributed
nodes equipped with sensing devices (to monitor environmental conditions at different
location), processing unit, communication components (wireless transmitter/receiver),
storage unit, and an energy source (power unit) (Fig. 1).

Sensing Unit Processing Unit

Sensor | ADC

Transceiver
Storage
3

X [y 4

Power Unit

Fig. 1. Typical architecture of a sensor node

These tiny sensing devichave limited possessing and computatiapabilities, and
can collaboratén: reattime monitoring sensing collectingnetwork distribution of the
various environments within the regioor monitoring object informatiorjl]. Nodes
communicate with their neighbors and forward data to the sink through-hoplti
routes. The observations obtained from sensor networks may be helpful in many
software applications like industrial monitoring, buildi and home automation,
medicine, environmental monitoring, urban sensor networks and intelligent
transportation. These networks can also be used for security purposes, military defense,
disaster monitoring and prevention, .ef2] Many aspects, such :asoutes channel
accesslocating energyefficiency, coverage network capacitydata aggregatigrand
Quality of ServicegQoS havebeen explored extensively. Nowadagspblems studies
of practical WSN applications, rather than theoretical resegrblave become a topic
of great interestd]. Event detection is one of the main components in numerous WSN
applications. To detect critical events like fire, one or a combination of sensors and
detection algorithm is needed. The sensors might be part of a W&Nwork
independatly [4]. Thus,the detection of a critical event should be delivered to the user
as soon as possible.

Recent advances in WSN technology and the use of the Internet Protocol (IP) in
resource constrained devices has radically changednthenét landscape creating a
new form c#led Internet of Things (IoT) [b The loT will connect physical (analog)
environments to the (digital) Internet, unleashing exciting possibilities and challenges
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for a variety of application domains, such as smaateming, ehealth logistics, building
and home automation]6

In order toshow how the WSN based system fazontinuous monitoring and/or
recordingcritical temperature values, powered by fuzzy logic detection mechamdm
web enablementcan bedesignedand deploy the rest of thepaper is organized as
follows. Section Zoresents the related work analys$rsSection 3 the se of fuzzy logic
in WSNs for fire detectionthrough two proposed approachesgether with the
highlightedassumptiongnd goals ofhe researchs presentedSection 4presents: the
process ofSensor Web structurereaton; proposed fuzzy approaches testhasedon
two different temperature sensoagplication;and the way ofdata processing and
visualization. Section 5 describeset obtained measurement resuwtkile Section 6
provides conclusion remarks and outlitlesdirections for future work.

2. Related work

The WSNs are typically used to monitor some of the parameters of environmental
processes which are complex, ambiguousvaglieness embedded in their natitest
previoudy performed researchés WSNsrely on precise, also called crisp, values to
specify the parameters of interesis the consequence of sualrigid approachthe
sensor readings can be imprecise and wblgi making the using of crisp values to
describe WSN parameteirsadequateln spite of the fact that sensor nodes have highly
constrained resources (microcontroller, memory, battery, communications), numerous
new functionalities have been proposed for WSNs. Considering WHaiNs are
envisioned as an integral part of the Futureernet, supporting its extension to the
physical world, thencorporation of soft computing (SC) technologies in sensor nodes
may lead to potentiahetwork performance improvements, since it provides effective
parameter combination and can be directlgoerked by the sensor nodéstegration of

soft computing technologies (fuzzy logic, neural networks, fuzzy-trated systems,

data mining techniques, etc.) in sensor nodea good example of an application
adapted to WSNE/]. Authorsof [8] believe that crisp values cannot adequately handle
the often imprecise sensor readings and that is why they propose fuzzy values instead of
crisp ones claiming that thegignificantly improve the accuracy of event déitat
Therefore, WSNpowered bya fuzzy logic detection mechanismpehaves like
intelligent and power efficient sensing network.

The incorporation of fuzzy logic or fuzzy approach in WSNs presented in
numerous papers$-uzzy logic provides a simple way to arrive at a definite conclusion
based uponague, ambiguous, imprecise, noisy, or missing imfas&information [9.
What makes fuzzy logic suitable for use in WSNs is:thatan tolerate unreliable and
imprecise sensor readings is much closer tahe human way of thinking than crisp
logic; ard it is much more intuitive and easier to usshen compared to other
classification algorithms based on the probability thebryWSNs, fuzzy logic has been
generallyusedto improve the decisionmaking process reduce resource consumption,
and increasperformance. Anaindisadvantage of using fuzzy logic is that the number
of rules grows exponentially to the number of variables (with n variaddeh of which
can take m values, the number of rules in the-lbalge is ) demanding a significant
amountof memory forstoringthe rulebase [8]. To solve this problem, efficient rule
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base reduction techniquesvith different advantages and modeling needse
developed. A key property of these techniques is that they do not affect the application
accuracy. 8me of therule-base size reductidrchniques are described 0f13].

In [8, 11] authors present a method of fire detection based on fuzzy logic. They used
the temperature, temperature change, smoke obscuration and smoke obscuration change
as input vamdbleswith three levelvalues: low, moderate, and high. Fire confidence is
defined aghe output of fuzzy logic system. The experimens bhown that fuzzy logic
is a powerful and accurate mechanism which lmasuccessfully applied tthe event
detection in WSNs. Compared the crisp valuesapproach fuzzy logic allows the
detection algorithm to maintain a high accuracy level despite fluctuations valtines
acquired fromsensor. This helps decreasing the number of false positives stiflile
providing fast and acrate event detection. Paper [Jgtoposs a multisensor data
fusion algorithm in WSN using fuzzy logic fdahe event detection. In the proposed
method of fire detection, each sensor node is equipped thithdiverse sensors
(temperature, humidity, light, and Carbon Monoxide (C@¥ed as input of fuzzy logic
system) because the use of more than one sensor provides additional information on the
environmental condition. The processing and fusion of these diverse sensor gsignals a
carried out using proposed fuzzy ridased systemThe diverse sensor signals are
collected at the clustdread and fused using fuzzy rddased method. The multiple data
fusion process improved the reliability and accuracy of the sensed information an
thereby minimized théalse alarm rate. Author of [1usedsimilar logic as authors of
[14]. In fire detection applicatiothey usal five inputs: temperature, humidity, light,
distance and CO. These fuzzy inputs are then fed to inference engine infudagh
rule base mange the inference yilding a fuzzy output. In [J6novel models for fire
and smoke detectiprusing image processingvere described The aithors used
different color models for both fire and smoke. The color models were extragtgdaus
statistical analysis of samples extracted from different type of video sequences and
images. The extracted models can be used in complete fire/smoke detection system
which combines color information with motion analysitie aithors used fuzzy logic
and proposed a model for fipxel and smokeixel detection. The proposed model
achieves up to 99.00% correct fire detection rate with a 4.50% false alarm rate. For
smoke detection, a statistical analysis was carried out using the idea that the smoke
shaws grayish color with different illuminationThe aithors claim that the developed
models can be used as ym®cessing stage for fire or smoke detection systems. Authors
of [17] develod fuzzy theorybased trust and reputation model for sensor nodes or
sensorembeddedhodes Each node develops a direct reputation for eztbler node by
making direct observations and indirect reputation betwedividuals set up upon
recommendations of other individuals abthe neighboringhodes. The two kinds of
reputitions are usetbgether to help a node evaluate the trustworthinesheodther
sensor nodegletect the malicious nodes, and assist decisiaking within the wireless
network. This model could be used in any WSN routing protocol, including WSNs
applicdions in fire monitoring.

The idea of the workresented in this papeas to realize a web based system which
ensures accurate and timely response in the case of fire presence. The proposed system
is empowered by using fuzzy logic in decision making esscFor realtime
application, reliable detection and data delivery is a real challengingvd®re using
the WSN. It is important to note thatame of the above mentioned activities considered
temporal properties of the monitored events. Adding temporal semantics is especially
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important for WSNs because of the nature of sensor communication. Involving
temporal semantic ithe decision making proseleads to substantial improvements

like increasing accuracy of event detection and decreasing number of false alarms. Also,
the confidence of event detection is higher if the temporal distance between the sensor
readings is shorter and vice ver3aus, adding temporal semantids the decision
making processs the novelty of proposed approaches compared to others. Also, the
advantag of the system presented in thwsrk is in the introduction of Sensor Web
concepts. In such way, a proposed system bes@part of the future Internet, known

as Internet of things. The result of performed research is effective Sensor Web structure
and intelligent decision making system, based on the data collected by a WSN, which
makes possible the remote access to safaar its processing and visualization via the
Internet.

3.  Fuzzy logic usage in WSN for fire detection

One of the astonishing features of human reasoning is that it may use imprecise or
incomplete information. Moreover, in the real world, there exists afldhis kind of
data and in everydalife, people use several linguistic labels to express abstract
concepts [18]. Fuzzy sets and logic are introduced by L. Zadeh [19] with intention to
deal with problems involving knowledge expressed in vague, lingu&stics. In other
words, fuzzy logic becama mathematical disciplinor describing human reasoning
with rigorous mathematical notation. It is a muiéilued logic that allows the definition
of intermediate values between conventional evaluations like fats®/ yes/no,
high/low, small/big, short/longetc. Notions like rather long or very long, snallvery
small can be formulateahd processed mathematically.[9

The structure of a general fuzzy logic system is shown in Fig. 2.

Fuzzifier Infer?nce Defuzzifier
INPUT Engine

Fig. 2. The structure o& fuzzy logic system

A Fuzzy system basically consists of three parts:
1 The fuzzifier;
1 The inference engine; and
1 The defuzzifier.

In order to determine the confidence of fire we have proposed the use of sensor nodes
equipped only with temperature sensaisd showed two approaches that involve
temporal properties of monitored event in decision making prodestemperature
sensorstwo heat detectors are used: fixed temperature heat detector and raadedtris
detector A fixed temperature heat detectdilizes a temperature sensing element which
generates an alarm condition if the temperature, within the protected area, reaches a
predetermined | evel (e. g. 57U0C, 63U0C,
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temperature trigger point should be selected the particular application. These
detectors are used if high ambient temperatures exist or sudden changes in temperature
occur (e.g. Kitchens boiler rooms and foundriesetc). Arate of rise heat
detectoiincludes a fixed temperature element, as abewve a temperature sensing
element which can detect a sudden temperature change. This is a device that responds

when the temperature rises at a rate exceeding

9UC/ min or 11UC/ min). Thitse thary® smple fixeddet ect or
temperature heat detector and represents a good choice for the applications where
reliable performance and early warning are critical but the environment makes smoke
detection unsuitable. Both types of detectors trigger when mmmieed value is
exceeded. The trigger points for both types of heat detectorsetmenihed by NFPA
72 standard [20

Knowing that number of rules grows exponentially to the number of variables and
that large rulebase might considerably slow down thesetvdetection one of the aims
of this work was to create an approach which includes temporal semantics and, at the
same time, decreases the number of rules.

Thus, n this paper two experimental configurations for determining the probability
of a fire in abuilding, based on temperature measurements, are presented together with
the developed sensor node prototype used for their real time verification. Temperature
sensors are chosen because they are the simplest and the most obvious sensors for fire
detectim, especially in the environment where other detection mechanisms (like smoke
detection, flame detectipretc.) are not suitable. In addition, thermistors, used in
experiments, are chosen because of its high sensitivity, low cost, reasonable accuracy
and plysical design (as glass bead, disk or chip thermistor) [21].

3.1. Approach 1

In the first proposed approach the system, equivalent to sensor node equipped only with
a fixed heat detectplis considered. For determining thenfidenceof fire: previous
temperéure, current temperature and linguistic variable that sasva temporal guard

are used [2R Simulations are performed using MATLAB 7.12.0 software tool.
Structure of fuzzy logic system is shown in Fig. 3.

Membership functions of previous and curreznperature are the same and have
variables: Very Low (VL), Low (L), Medium (M), High (H) and Very High (VH)
(Fig.4). Trapezoidal and triangular shapes of membership functions are chosen because
they are suitable for redime operation (low communicatioromplexity joined with
enough accuracy).

S
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Fig. 3. The structure of a fuzzy logic system for determiningfidenceof fire (approach 1)

The horizontal axigepresents the range of input crisp that is from 0 to AGD.
Vertical axis is normalized ariddicates degree of membersli(ifig. 4).
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Fig.4.Member ship function of input variables fiprevious t

Variable time represents the difference in the generation times of the sensor readings.
Knowing that rate of rise la detector are activated when temperature change reaches
8.33 UC/min, 9 UC/min or 11 UC/ min, (according
scenario time interval of 1 min is considered as an important one and variable time is
defined with two semantic Wwesi Short (S) and Long (L) (Fig. 5). In this way the
information about the period, within the sensor readings have been generated, is
included in the decision process.

Membership function plots

1 1 h 1
0 05 1 15 2 25 3 35 4 45
input variable "Time"

Fig.5.Member ship function of input variable #fAti meo
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Confidence of fire is defirke as the output. Membership function of the output
variable is divided into five levels: Very Low (VL), Low (L), Medium (M), High (H)
and Very High (VH) (Fig. 6).

Membership function plots

VL L M H VH

N N 1 1 n 1 n
3 ] 70 a0 1] 100
output variable

Fig. 6. Membership functionofoutpstar i abl e fAfire confidenceod

The rulebase is simply aseries of IFTHEN rules that relate the input fuzzy
variables with the output fuzzy variables using linguistic variables, described by a fuzzy
set, and fuzzy implication operators. All the rules in the-ha@lse are processed in a
parallel manner by theufzy inference engine. Any rule that triggers contributes to the
final fuzzy solution space [23Jlaximum number of ruleg approach 1s 50 (5*5*2).
Although it is not necessary to complete all the rules, but for getting the result, all
possible 50 ruleare precisely defined. The first 10 rules are given in Table 1.

Table 1. First 10 rules of Fuzzy logic in approach 1

Rule Earr%\gg#asture t%lrjrr]:oeer:;ture Time E(I)rr?fidence
VL VL S VL
VL VL L VL
VL L S L
VL L L VL
VL M S M
VL M L L
VL H S M
VL H L M
VL VH S H
VL VH L M

The fuzzy system used in the inference engine is the Mamdani fuzzy system. For
every input the centroid method of deffuzification is applied to obtain a crisp output.

Fig. 7 showsthe relationbetween time and output. It can be seen that the fire
confidence decreaséf the temporal distance between the sensor readings insrease
and vice versa.
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Fig. 7. Relation betweefire confidence and time

Fig.8 shows the surface viewi relationship between previous temperature and
current temperature with output.

Fig. 8. Previous temperature @dmcurrent temperature vs. fire confidence

3.2.  Approach 2

Knowing that rate of rise heat detector responds when the temperature rise exceeds a
predetermined vale (e. g. 8.33 UC/ min, 9 UC/ min
sensitive than a simple fixed temperature heat detector, properties of fixed heat detector
together with a rate of rise heat detector are combined in the second approach. In other
words, curent temperature arthie rateof temperature change are chosen to determine
fire confidence Variable time is included together withe rateof change so now there

are only two input variables: temperature and temperatufferehce (previous
temperature imuscurrent temperature)delta (Fig. 9).

or

11

U



72 Mirjana Maksimomi et al.

XX

R
P

approach2

(mamdani)

ﬁ Fire

Temp

Fig. 9. The structure of a fuzzy logic system for determiréngfidenceof fire (approach 2)

Temperature andonfidenceof fire are defined the same as in first approach and
temperature difference has memdyep functions given in Fig. 10 where amount of
UC/ min temperat ur ethebdiizomtajaxisi s presented on

Membership function plots
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Fig.100.Me mber shi p function of input variable fideltabod

In this approach time component is also inclu@ethe process of determining fire
confidence, buin this case there are two, instead of three, input variableshend
numberof rules is now double less25 (5*5). First 5 rules used in this approach are
shown in Table 2.

Table 2. First 5 rules of Fuzzy logic in approach 2

Temperatre difference

Rule (delta) Temperature Fire confidence
VL VL VL
L VL VL
M VL M
H VL H
VH VL VH

Fig. 11 shows the relationship between temperature and temperature change with
output.
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Fig. 11. Temperature and temggure change (delta) vs. ficenfidence

4. Creating Sensor Web system for online data reading and
visualization

Dave Evens [2ifrom Cisco Internet Business Solutions Group (IBSG) predicts that, by
2020, 50 billion "things" will be on Interneln a future hternet ofThings (loT)a large
number of embedded, possibly mobile computing devices will be interconnected
through WSNs, constituting various autonomous subsystems that provide intelligent
services for end users. Therefore, Internet connectivity in WSNs of the 10T is highly
desirable, featuring sensing services at dglscale all over the world [1.7

The range of sensor network applications is nearly unlimited, thus, in order to
flexibly integrate any kind of sensor into any type of (software) system, the Open
Geospatial Cosortium (OGC) established the Sensor Web Enablement (SWE) initiative
that specifies standard interfaces and encodings to remotely access, encode
exchange the sensed data][Z8ensor Web applications became practical based on the
present revolutions ni computation and telecommunication hardware and are
traditionally defined as a web of interconnected heterogeneous sensors that are
interoperable, intelligent, dynamic, flexible and scalable. This definition implies that a
Sensor Web is a hardware netwarksensors; it is a hew instrument concept that may
be used fora wide range of applications [RGAlternatively, the Sensor Web can be
defined as a universe of netwegkcessible sensors, sensory data and information. In
other words, the concept of theror Web reflects such a kind of infrastructure for
automatically discovering and accessing appropriate information from heterogeneous
sensor devices over the Internet. A key challenge in building the Sensor Web is how to
automatically access and integratifferent types of spatiotemporal data that is
observed by heterogeneous sensor devices or generated using simulation models.

Increased focus on Sensor Webs and their supporting technologies has lead to the
creation of standards and encodings for dapaesentation anchierchange [2[7 One
approach is to view sensor nodes as Representational State Transfer (RESTful)
resources that can be accessed and polled over the SWE services. REST APIs may not
only be used to interact with a thing via the Web, alsbsite representations of things
may be provided to display dynamically generated visualizations of data gathered by the
thing [2g§. Moreover, exchanging messages using the lightweight JavaScript Object
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Notation (JSON) data formanstead of theExtensible Markup Languag&XML ), one
can trigger a good extension to the SWE inita{i29.

To testtwo aforementionedpproaches a sensor node prototype is created, precisely
a prototype ofthe Sensor Web nod&his sensor node was exposed to temperature
changes created to simulate an environment of temperature rise in real time.

A typical architecture of a sensor node, used to create a prototype model is shown in
Fig. 1. Unlike typical architecture, sensoode prototype proposed in this paper, is
composed of sensing unit, which includes temperature sensors and analog to digital
converter (ADC), and processing unit which includes processing and communication
unit. The purpose is to programmatically contreVide ina building in such a way that
user, equipped with inexpensive hardware and open source software, may create own
solution which will meet is needs.

Thus, the Raspberry Bipe B is used as the processing unit. The Raspberry Pi is an
inexpensivefully customizable and programmable small computer, supporting a large
number of input and output peripherals and network communication, making it a perfect
platform for interfacing with home appliances and devices.

A detailed description of the hardwaaed softvare capabilities of Raspberry Ri
described in30]. One of its main advantages is the integraBaheral Purpose Input
and Output(GPIO) that is used to perform communications with elements of sensing
units.

In this section, the emphasis pu on: sensing unit implementatipmeading and
processinghe sensor data. Using this technology, in monitoring and determining the
probability of having a fire inthe building, a complete system isdesignedand
developedThe rest of the paper is devotidits more detailed description.

4.1. Sensing unit and temperature reading

The pototype sensor unit is composed of two analog temperature setisrsigtor
models: B57045k10 [31] and 10kNTC [[3¢hosen based on their price, availability and
precision) anén 8bit ADC (model: PCF8591 [33

Sensoré characteristics are shown in Table Bhere T, and R, parameters are
reference temperature and resistance respectivedygl for parametds calculation For
both sensor$,is 25A C, Ra is H0000W. B parameter can be calculated empirically,
but usually all three parameters, Rro and B, are given in sensor data shBB/RR is
a standard sensor deviation.

Table3.Sensorsd parameters

B57045k10 10KNTC
To 25 AC 25 AcC
Rro 10 000W 10 000W
B(2s/100,25/50) 4300 K 3950 K
DRr/Rr N 10% N 1%
Range 551125 A -20i105 A
Additionally waterproof
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ADC is necessary for the communication with the processing unit. For this purpose
an 8bit ADC which provides 256 steps is used. In [34] it is shdhat electrical
resistance of thermistor can be obtained using a voltage divider consisted of two
resistors, one with variable and unknown resistance and other with fixed and known
resistance. I n the prototype moammlADCF i xed resi st
power supply in the range of 3.273/3V are used.

There is also a need to create a driver on processing unit that allows reading
information from the ADC and converting themto a form suitable for further
processing. ADC is connected to the pesieg unit via GPIO ports via the fC
protocol [35], where thermistor voltage is read. The thermistor temperature can be
computed with the Steinhaktart equatiori36] with the B parameter:

1 (1)
T=a Hin(R ¢n*(R
For
.. )
al o1 1
a= In , b=, ¢ C
= ogn(R) b g
SteinhartHart equation is:
1_1 1 4R 3)
—=— +—|n$—
T T, B cR

Temperature T is expressed in Kelvin. If parameta'[,s F{) B and current
resistance of thermistor are known, thieetemperature can be calated.

4.2. Sensor Web softwarearchitecture

In order to met the basic requirements of a SensoebWstructure prototype, it is
necessary to enable the distribution of sensed data over the Internet. To fulfill this
requirement, it is necessary to set ugpegvice on processing unit that will be the
mediator between the sensor driver and anwesgt or a customer. In order to enable
JAVA prototype implementation it was necessary to preinstall the Apache Tomcat 7
server on the processing unit. The need fope service support with optimal number

of resources qualified the REST services as a primary choice. Service implementation,
where every action is a resource and has a unique URI, creates the interface via which is
accessed to the sensor data. Thusthfetemperature readings from sensors used in the
prototype model, two URI address are provided:

(server adress)/RPISensorWeb/sw/b57045k10

(server adress)/RPISensorWeb/sw/ntc10k
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For communication between the service and the clidog toits simplicity,
processing speed and lowermeability, the JSON notations used, while
communication itself is realized via HTTP/HTTPS protocol.

The infrastructure diagram of prototype model is shown in Fig.Th2. diagram is
divided into three main components: the client, the communicatiannel and service
which is a Sensor Vé¢b element. At the client sidé is important to note that it is
possible to use any clienthat supports the executicof Java progams to access a
Sensor W¢b. The majority of currently used systems posses this support by default.
Communicabn channel used to access the Senseb V¥ the Internet itself based on
the TCP/IP protocol. Sensor & element includes all remaining elertsen
communication uni{which owns the IP addrésshe CPU(which is able to collect,
process and disseminate daend sensornwith Analog to Digital ConverterADC).

e REST Sensor-Web servics
- a
Temp graph i
o e i g
— N
= .

=] Desiicp user .y Server scressyRPISEnsoAaB/NIbETO45KI0 GPID connection m
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Fig. 12. Infrastructure diagrarof Sensor Web prototype system

4.3. Processing data fromSensorWeb

For the analysis of data from the Sensoely an application that performs rdiahe
data collection, processing and visualization of data from the sensor is devéagpeed.
processing includethe residential fireconfidencedata based on fugzules defined in
the previous section.

Since the Java programming language is used to implement the client, prediction
based on preefined rules is calculated with a help of JFuzzylLogic librggy.
JFuzzyLogiclibrary implements the Fuzzy Control Language (FCL) according to IEC
611317 specificatiorf38] andthesema ut omati ¢ AFI S to FCLO converter
way to test the model created in MATLAB software tool 7.12.0. is developed

In Fig. 13 a visualiation segment of the measured data with B57045k10 sensor is
shown.
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Time

Fig. 13. Graphical visualization of measured data

Measurementime is associated to-axis whilethe y-axis shows temperature values.
Depending on the measured interval, there is a pbsif adjusting the measurement
range and sampling time. In Fig. 13, the predefined sampling time is 60 sec. For the
purpose of information processing, time data visualization process are implemented
markers that mark the moment when the sample veasded (Fig. 14).

Fig. 14.Visualization of processed sensor data

In this way, data analysis becomes simpler and more detddadh sample
corresponds to one of the markeshown on the charin Fig. 14 and contains
information aboutthe time wherthe sample was takgthe previous temperatyrthe
current temperatureand the difference between the current and the previous
temperature (Delta = CurrTemPreviemp).

Appr.1 and Appr.2 represent the probability of fire based on the defined rules of
fuzzy logic in Approach 1 and Approach 2, respectively. As it can be seen from Fig. 14
different colors indicate the probability of fire which is divided into 5 segments with the
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step of 20% (€0 - Very low critical, 2640 - Low critical, etc.). To analy the
validity of the predefined fuzzy logic rules the ability of JFuzzyLogic libraries to
display the probability of rules that are selected in the decision making process is used.
Fig. 14 shows these results for both approaches.

Comparative analysis ofi¢ data from Fig. 13 and Fig. 14 makes it possible to detect
the crucial moments of fire occurrence in some parts of the samples, especially in areas
where the rise of temperature in time is high. It can be seen that both approaches yield
similar resultsand their analysis will be carried out in detail in the next section.

5. Measurements and result@analysis

In this sectiorobtained simulation results are presented and discussed.

Fig. 15 and 16 present measured current and previous values of temperatiire an
confidencesobtained using approach 1 for both types of temperature sensors. In this
diagram horizontal axis presentie measurement number while temperature values are
shown on vertical axis. Sensor readings are recorded each 60s (time is short).

Temperature sensor model 10kNTC is used to simulate temperature changes at lower
temperatures. Fig. 15 and 16 show that first approach for determining confidence of fire
smoothly #Afollowsd previous and current
peaks.

Previemp:
CurfTemp:

—— Approach 1 - 60:

Temperature in °C

Sample

Fig. 15.Measured values of previous and current temperature and obtained fire confidence using
approach 1 (model B57045k10)

temper a
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Previemp:
CurrTemp:

—— Approach 1 - 60:

Temperature in C
|
|

sample

Fig. 16. Measured values of previous and current temperature and obtainedrfiidenceusing
approach 1 (model 10kNTC)

Assumed that the same sensor readings are recorded edchnd.5" minute,
obtained fireconfidencesvould be less compared to one showkig15 and Fig.16.
Thus, from Fig. 17 and Fig. 18 it can be seen that the demée of determining fire

presence is higher if the temporal distance between the sensor readings is shorter and
vice versa.

~—— Approach 1 - 60:
—— Approach 1- 150
—— Approach 1 - 240;

Temperature in °C

sample

Fig. 17.Obtainedfire confidence vs. time of sensor readings (model B57045k10)

——Approach 1-60:
——Approach 1-150:

——Approach 1-240: o /

Temperature in °C

sample

Fig. 18. Obtained fireconfidencevs. time ofsensor readings (model 10kNTC)
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Fig. 19 and 20 show temperature, temperature change (delta) arubrifidence
obtained using approach 2. From presented figures it can be seen that the second
approach is more sensitive in cases when the temperaturerdgsessahigh.

CurTemp:
Delta:

—— Approach 2

Temperature in °C

Sample

Fig. 19. Measured values of temperature and temperature change and obtairehffdlence
using approach 2 (model B57045k10)

Fig. 20. Measured values of temperature and temperature change and obtained fire confidence
using approach 2 (model 10kNTC)

Fig. 21 and 22 show obtained confidences of determiningchirdidencesusing
above proposed two approaches.



